
[bookmark: _GoBack]Risk Appetite Statement
 “KAPİTAL BANK OJSC”
1. General Provisions
0. Kapital Bank’s OJSC Risk Appetite Statement (RAS) has been prepared in accordance with the regulatory legal acts of the Central Bank of the Republic of Azerbaijan, long-term business strategy and goals of the Bank, Risk Management Strategy of the Bank, "Enterprise Risk Management Policy" of the Bank, and capital planning of the Bank.
0. The Bank considers it one of its main principles to achieve its short and long-term goals in an effective and efficient manner. For this purpose, it formulates an enterprise risk management framework and promotes a risk culture in order to achieve its goals within the risk appetite.
0. The Bank’s Risk Appetite Statement is formulated and aligned with strategic objectives of the Bank.
0. All products, services and processes of the Bank, as well as areas of activity,are implemented taking into account risk appetite of the Bank.
0. The Bank shall base its risk appetite limits on at least the following values:
· Maintaining the highest ethical conduct;
· Protecting the long-term financial stability of the bank;
· Ensuring transparent, timely and comprehensive reporting;
· Maintaining compliance with local and international rules and laws, norms and standards;
· Ensuring business continuity;
· Promoting a strong risk culture and control environment.
0. Bank’s risk appetite consists of quantitative and qualitative, financial and non-financial indicators.

1. Risk Appetite Statement Disclosure

1. Financial risks
0. Credit risk
The Bank has a low tolerance for risks arising from the possibility of a borrower or counterparty failing to meet its contractual obligations.
0. Concentration risk
The Bank has a low tolerance for the risk of loss arising from the uneven distribution of debt across major counterparties and counterparty groups, sectors of the economy or geographical regions.
0. Capital adequacy risk
The bank has a high sensitivity and low tolerance to the risk of failing to meet its long-term obligations as well as violating the limit requirements set by the regulator.
0. Market risk
The Bank has sensitivity and low tolerance to risks that may arise from unfavorable changes in the value of equity securities and production financial instruments, changes in foreign exchange rates, adverse changes in commodity prices, and changes in market interest rates.
0. Liquidity risk
The Bank has a high sensitivity and low tolerance for the risk of loss arising from the inability to sell its assets at the desired/expected market price due to insufficient demand. The Bank maintains a liquidity portfolio of high-quality assets in order to protect its operational and liquidity position in a stressed market environment.

1. Non-financial risks:
1. Compliance risk
The Bank does not tolerate violations of international and local prudential regulatory requirements, consumer rights, social and environmental requirements and standards, high-priority compliance requirements - money laundering (legalization of property) or financing of terrorism, opening of accounts under anonymous and false names.
1. Ethical Conduct risk
The Bank does not tolerate violations of corporate ethical norms and values, internal fraud, as well as the risk of corruption and bribery, and considers all possible cases as violations of the Code of Conduct.
1. Model risk
The Bank does not tolerate any compromise in the adequacy of its models that it considers important in making business decisions and ensuring operations of the Bank, and ensures that the models are validated by internal and external assessors to manage these risks.
1. Operational risk
The Bank has a high sensitivity and low tolerance to the risk of loss arising from inadequate or failed internal processes, people and systems, or external events. In order to minimize this risk, the Bank uses strengthened and authorized lines of defense, strengthens the control environment, establishes internal policies, rules and procedures, and automates its processes to minimize risk.
1. Information systems risk
The Bank has a high sensitivity to the risks that may arise in the availability of systems involved in ensuring the continuity of critical business functions. In order to minimize these risks, the Bank implements continuous updates, improvements and audits through system testing to improve quality.
1. Information security and Cyber risk 
The Bank has a high sensitivity to incidents that may result in loss of Bank secrets, theft of customer assets and data, and other related adverse events as a result of external attacks and interventions. To prevent such incidents, the Bank applies enhanced control mechanisms based on international practices, conducts extensive and regular testing, and constantly develops its processes to ensure compliance with local and international regulatory requirements on information security.
1. Reputational risk
The Bank has a high sensitivity and a low tolerance for negative perceptions that may arise among customers, counterparties, partners, investors and other stakeholders, as well as situations that may damage reputation and image of the Bank. The Bank also monitors and investigates factors that may create this risk through tools such as news stories published in the media and social media, customer complaints, etc. and takes measures to eliminate the root causes that create these situations, as well as improve activities and processes.
1. Monitoring and Reporting of the Risk Appetite 
2. Assessing, monitoring and reporting of the current status of risk appetite indicators with the set maximum limits is carried out in order to support the decision-making of the Senior Management of the Bank and to create a strong control environment.
2. Monitoring of the indicators reflected in the Risk Appetite Statement is carried out by structures responsible for this task.
2. The report on the compliance of RAS indicators with tolerance zones is submitted to the Executive Board, the Risk Management Committee and the Supervisory Board on a monthly basis.
2. The report includes risk appetite indicators, the status of risk appetite limits, deviations from risk appetite limits, and an action plan for improvement.

1. Final Provisions
3. All employees of the Bank are guided by the Bank’s risk appetite and tolerance level in their work and are responsible for its implementation.
3. Bank’s Risk Appetite Statement is reviewed at least once a year and updated, if necessary.
3. Risk Appetite Statement of the Bank is reviewed by the Executive Board and the Risk Management Committee of the Bank and comes into effect upon approval by the Supervisory Board.
3. All amendments and additions to the Risk Appetite Statement shall enter into force upon approval by the Supervisory Board of the Bank.









